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«Информационная безопасность»
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*Специальная часть*

*Задание 1.*

Наиболее универсальным подходом к повышению защиты от угроз информационной безопасности является

|  |  |
| --- | --- |
|  | Непрерывный мониторинг и анализ сетевой активности |
|  | Ограничение доступа ко всем сетям, включая локальные |
|  | Регулярное обновление архитектуры и конфигураций защищаемой системы с целью усложнить исследование системы злоумышленником и разработку инструментов для осуществления атак |
|  | Обучение пользователей основам кибербезопасности и осведомленности о рисках |
|  | Развёртывание в защищаемой системе максимально возможного набора средств защиты различной направленности – сетевой, антивирусной, криптографической и т. д. |

**За верный ответ – 1 балл.**

*Задание 2.*

Сопоставьте категории вредоносного программного обеспечения с их характерными особенностями.

|  |  |  |
| --- | --- | --- |
| 1. Сетевой червь |  | **А.** Внедряет рекламу в системы, часто без согласия пользователя |
| 2. Бэкдор |  | **Б.** Маскируется под легальную программу |
| 3. Спуфер |  | **В.** Позволяет обойти штатные средства защиты |
| 4. Троянская программа |  | **Г.** Может создавать свои копии |
| 5. Адваре |  | **Д.** Предназначены для подделки информации |

Ответ: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**За верный ответ – 1 балл.**

**Максимум за задание 5 баллов.**

*Задание 3.*

Какой из этих методов НЕ является безопасным для хранения паролей?

|  |  |
| --- | --- |
|  | Использовать длинные и сложные пароли |
|  | Хранить пароли в текстовых файлах на компьютере |
|  | Изменять пароли регулярно |
|  | Использовать менеджеры паролей |
|  | Не использовать один и тот же пароль для разных учетных записей |

**За верный ответ – 1 балл.**

*Задание 4.*

Вся история развития ЭТОЙ индустрии включает в себя очень много занимательных страниц, однако о самой первой из этих страниц до сих пор ведутся нескончаемые споры. Кто же всетаки придумал ИХ? Когда же появилась самая первая ОНА? Различные источники ссылаются на совершенно различную информацию на этот счет.

Есть такое мнение, что самую первую ЕЁ разработал еще в 1984 году американский программист Энди Хопкинс. Первая ОНА в современном понимании этого термина появилась в 1985 году усилиям Джи Вонга.

Ну, а на отечественном рынке нашим истинным первопроходцем стал Дмитрий Николаевич Лозинский, который разработал ЕЁ в 1988 году, практически одновременно с Макафи.

О чем идет речь в тексте, назовите ЕЁ двумя словами.

Ответ: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**За верный ответ – 3 балла.**

*Задание 5.*

Дан список утверждений. Оцените, является ли верным каждое из них

|  |  |  |
| --- | --- | --- |
| Цифровые водяные знаки – это структуры данных, встраиваемые в цифровые объекты (например, файлы), на основе методов стеганографии | Верно | Неверно |
| В ассиметричном шифровании задействован один и тот же криптографический ключ | Верно | Неверно |
| При вводе логина пользователь предоставляет информацию для авторизации | Верно | Неверно |
| Для запуска троянской программы, не обладающей другими возможностями, обычно требуется запуск пользователем программы, содержащей вредоносные функции | Верно | Неверно |
| Политика безопасности в системе (сети) – это комплекс руководств, требований обеспечения необходимого уровня безопасности | Верно | Неверно |

**За верный ответ – 1 балл.**

**Максимум за задание 5 баллов.**

*Задание 6.*

Выбрать ВСЕ верные продолжения фразы.

Недавно созданные, ещё не изученные вредоносные программы…

|  |  |
| --- | --- |
|  | можно обнаружить при помощи сигнатур |
|  | невозможно обнаружить антивирусными средствами |
|  | можно обнаружить при помощи анализа кода программы |
|  | можно обнаружить при помощи анализа перечня запущенных в системе процессов |

**За верный ответ – 2 балла.**

*Задание 7.*

Укажите, что не может являться адресом сайта

|  |  |
| --- | --- |
|  | sodgmsdkaojgij.ru |
|  | besttravel |
|  | 206.188.192.188 |
|  | ru. myshop.info |

**За верный ответ – 2 балла.**

*Задание 8.*

Какой протокол используется для защищенной передачи данных в интернете?

|  |  |
| --- | --- |
|  | FTP |
|  | SMTP |
|  | HTTPS |
|  | POP3 |
|  | HTTP |

**За верный ответ – 1 балл.**

*Задание 9.*

К какому типу атаки на пароль относится перебор всех комбинаций допустимых символов (начиная от односимвольных паролей)?

|  |  |
| --- | --- |
|  | Досс-атака |
|  | Грубой силы |
|  | Сниффинг |
|  | Фишинг |
|  | Интерсепция |

**За верный ответ – 2 балла.**

*Задание 10.*

Протоколом передaчи фaйлов по сети, появившийся в 1971 году нaзывeтся?

|  |  |
| --- | --- |
|  | DNS |
|  | HTTP |
|  | DHCP |
|  | FTP |
|  | Proxy |

**За верный ответ – 2 балла.**

*Задание 11.*

***Справочная информация***

*«Решетка Кардано» — это первая известная в истории шифровальная решетка, являющаяся трафаретом, который использовался для шифрования и дешифрования. Название данного шифра происходит от имени его создателя, известного итальянского ученого Джероламо Кардано.*

*Основой самой простой решетки Кардано является трафарет, исполненный в виде квадратной таблицы n × n клеток, некоторые из которых вырезаны (в том числе, возможно, и имеющие общую сторону или вершину). Клетки должны иметь такой размер, чтобы в каждую помещалась ровно одна буква. Вырезанные клетки должны располагаться таким образом, чтобы никакие две из них не оказывались в одном и том же месте при поворотах решётки.*

*Чтобы зашифровать сообщение, нужно разместить решётку на бумаге и вписать часть текста в вырезанные клетки, затем повернуть решётку на 90° и вписать следующую часть и т. д. После этого в оставшиеся пустыми места на бумаге нужно вписать произвольные символы (разумеется, для лучшей маскировки нужно использовать символы из того же алфавита, что и символы, из которых состоит сообщение).*

*Решётка Кардано в своём первоначальном виде более является источником литературного, нежели криптографического интереса. Например, рукопись Войнича, которая могла быть поддельной шифровкой XVI века, возможно, была построена с помощью решётки Кардано, примененной для того, чтобы составить псевдослучайную бессмыслицу из ранее существовавшего текста.*

Из четырех возможных решётки –ключа, выберите ту, которая является корректным ключом описанного шифра.

А) Б) В) Г)
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Ответ: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**За верный ответ – 7 баллов.**

*Задание 12.*

Текст зашифрованный с помощью Решетка Кардано:

АМНСИСНФВААЬВКАСЕОИЕМТРОНЛШЦЫЛФРИЯРЬЕВМВЗИЕХЯАКТ

Установите, может ли в нём быть слово «трансформация»

Ответ: \_\_\_\_\_\_\_\_\_\_\_\_\_

**За верный ответ – 3 балла.**

*Задание 13.*

Шифротекст, полученный с использованием решётки Кардано. Расшифруйте текст.

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAJ4AAACdCAIAAADKc1aCAAAAAXNSR0IArs4c6QAACrNJREFUeF7tXbuKFUsUvXNz38YiaiIGiviA4Rr6jAwUNRMU1PmA8ZUOomLuAwUjFQwE8TFjYKIYiIgik6mIGCqD+gG67t3coqnTp8+u3lU11e3qQOb0VNXee616e/aasV+/fv3Fp48I/N3HoBjTvwiQ2t72A1JLanuLQG8DGxvcRo2NjfU23J4GVrsXrqc227YZ3Yi2jP1tGIZca43Allud1JbLjdEzUmsEsNzqpLZcboyekVojgOVWJ7XlcmP0jNQaASy3OqktlxujZ6TWCGC51UltudwYPSO1RgDLrU5qy+XG6Fl7anft2oWLaffgo7hSfYmfL168aHSxWv358+cHDx5cunQpWsa/ExMTHz9+PHv2bEQTcNgLofoxoqHkceE/XrwHJgdf1r758OGD+Pfs2bNqgQsXLuDlzp07v3792tyU3hbaOXHiBMqjcdiVZh8+fLhp0yZlI8piaBZuL1myxCuPlwcOHPAiHRad3la6uGpYDHIL/A2WR/zCwcguorclvN6+fdtrE4iDXUd2g0W9LTQyLK7o1KaLqxvUSl8BhbXM4bcaxO3UjuyproDSVtK42q+1iVad2mZv3bqF9/v376/97T//Pan9ibuii7dJ4+oGtdgrAYjx8fHU/HntVzdQ586di249aVzdoDY6psoG3QQreyhlrUKKdYPaxYsXA6/Z2dn5Qm3ZsmV79+6Nbj1pXN2gVmC9d+9edHD1DeI8rS+sLJk0rm5QC1ixPZ6Zmblz584ganiJqwwlmsZiuND49u2bsRFXPW1cUa4svEZkTx/3ykLOr2gWB8E3b96IRfyAj4OH3dpTCuoqTy84JcuVRfXKBT/jpA5zmkb0ttLF1f5cK4f6kU/ziVMPgVwSXblyRQjGA/T110OorrQlV2nDHs0BWm9LekmiuNpT29x53RVgRGo1wyXWbVQPbKVaa/fs2TM9Pb169eqRw5oFEiGQilq4iwPD1NRUIr/Z7EgEElIL29u3bx/pAQskQoDpXEmALSFNLe2oTQIbG9UhQGp1OHWwFKntIGk6l0mtDqcOliK1HSRN5zK1LHQ4lV1Krja9h4efJKTx8JMEVjYqCHCt7W1PILWktrcI9DYwjlpS21sEehsYRy2p7S0CvQ2Mo5bU9haB3gbGUUtqe4tAbwNrP2qRi1Gr+bB58+a42RPAfpgt50BEfnLaSqubYUkMqeowuEwNSVYclsHumUNJzZe58T11ZGS4NA3UQu6CVEQSR3dtSepAIt0Ma/YAsgQAtCdbIexqUnGU1HrtV6kFOvBhpB6KPlkjpy3pnYl0M9pPyDIHLly4cHAy3LhxI15+/vw51jw5OTnZ0BQyFfB19i7aavDZruJgpbbWuU+fPuH9okWLYsH9p7UTRTcjMrXIPb169erly5ex/u3bt+9Po8QSb3TdjDjUnjx5Ujxbvnz58ePHwev169cjTpIWyLpS120nY+lmxKHWbT3gFnZPc3NzGzZsqM1g7wrQ8+hnLN2MONQ6IOAWkvifPHmCN4cOHYqoDTCPWOc3HUU3w0rtjx8/BiPnBipKbzDe/FipffDggRfGo0ePRGX1zJkzKZZbmeffv3+fYUrIYAuqYC9fvkRE1XDwM3jFQcMEYOvbKNEiqX1wBtfcV+ivEZyTnoCGRuHT1YWrmpuvnLaS6mbwK+ZR5k6/EX7FPAmsbFQQsK61xLFYBEhtsdRYHSO1VgSLrU9qi6XG6hiptSJYbH1SWyw1VsdIrRXBYuuT2mKpsTpGaq0IFlufMiXFUhPgGGVKavpxAH4hRXmHHIIWywYiwLU2ELDuFCe13eEq0FNSGwhYd4qT2u5wFegpqQ0ErDvFSW13uAr0lNQGAtad4qS2O1wFekpqAwHrTnFS2x2uAj0ltYGAdad4e2qR/VFNCZVkEDyedknEvyxbq4oSV6kkf1BADLkhyJVes2aNxAKdF+QoR+hCrRNDRCJEPMAP1Xbwp0jxEooWIyUmUCwoWQN5RNVkEEmsUKaHKG3ZgwpKeEEGjfy1VvdHeSHNgT8ziRzlkegJdMPiaj9q0eKqVauEWveDfFy3bh3+haKFKRuprt/u3r178PX4+HiEPv5/EzmDwpSGVNUdO3Ygb2z9+vXiAqQ5kMWKHoYpxJKyZqI2IqB/ZlOHDx9G4KdPn/bCR/eCmNKrV69u3LjRGhlS2xo6a8W3b9/KXy5347XaosxPd+/ebW0mDrXeBmfbtm2tHSqnYuqgfv78iWC3bNnSEDIGbmtA4lDrbYUaUm9bO5q/YteDikNtNty/fPnSGzWFBQsWALeZmZkG9LBPbo1tx6iFgpxsv3vwYInFIQeB1B79X7x4gV8dPXq0daQdo/batWtr165tHW1pFW/evAmXpqamPMdw5jl//jyG7LFjx1r7bKIW1yhiGJu9qgezs7P4+Pr1a8uxzDWIxrGjmZiYgOQOjoDurIzGZQMpHTzWkyco8RZCjLiywJyM0ARDBIUz7tatWzGgp6enTUG1vo3yFEOciq3nDbZUDfdNKDzyNgonBJm4qrq5gwIfI9vR2IoSVNBtlFzqITSJEQ8Gq1Lkpfk2ijIlpoExrDK/Yp4EVjYqCJjWWoJYMgKktmR2TL6RWhN8JVcmtSWzY/KN1JrgK7kyqS2ZHZNvpNYEX8mVSW3J7Jh8o5aFCb5CKlPLgloWhXRFumFDgGutDb+Ca5PagsmxuUZqbfgVXJvUFkyOzTVSa8Ov4NqktmBybK6RWht+BdcmtQWTY3ON1NrwK7g2qS2YHJtrpNaGX8G1Y1KLL/hHVK6ogoZm00lk1LKTSl+izhhSB6BlAQkLiRHJ8F42Rsv+0zp7wKsoEhD4FvzIb/FXC6CKvjwaR3nIPuirtLOVTl+i1nMEBfUPUa5AsgXSCJBP7cmDtMjAqEE2CG5nErjDIdTV+xSaQCFpu0pRktZdVqwMdiDJYFeqhwRh6EWEjhUU5jBbcSZkJCFBWeP+/fswc+nSpZYTSBnVkupL1IY4OTlZff/u3Tt8XLFihRWP1r27WhH9TjKQJB1KP3CDeneGUQuFH7iE0Vk7AYoDGLgjV4SguFxrwE10mYLWtWG2IkzIWCRctBK83rMgCDwdBaxJMOTklqLALSZc1uEwzYMotrxG3BiFNtbI9jV7iAjUuiEr9mTgGuWsGgaNrEzo4JKHiRGmZFfTjeaRWgSFQCQo5YouKKUataBQdk/eo9zsaOB2NA9OyAKEcpLQ2JIJeVjJ1BOyRCoHASWADdRat1HQrDp16lR1kAnZyNePkhLfvJUQnTeXx95cWPPb1PoSGh9WrlyJYk+fPtUUbihjohbkQVziyJEjVQMQJADZc3NzFqUyZVSPHz9GSU9GUFl3WLGk+hIa375//x4nqNY7ZIxOTB21qwIEJOEcxm6z2kHDZFK71lZnKlh3a61yQ66ZkMWunCydJCZs4U0USczBuIAVAnHbBdkhz/OVRVX2oeqxpzLRvGYo4a7VGPMESUfuKpW2pJ1E+hK1ToJXdCPZsuBf9GBlZ23eRlHLQjNHBpehlkUwZKygR8C0jdKbYcn8CJDa/JhnskhqMwGd3wypzY95JoukNhPQ+c2Q2vyYZ7JIajMBnd8Mqc2PeSaL1LLIBHRSM3Ib7z355B2SxsbGBxHghNzbXkFqSW1vEehtYBy1pLa3CPQ2sN8ZEvKNPy8KNAAAAABJRU5ErkJggg==) ![](data:image/png;base64,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)

Ответ: \_\_\_\_\_\_\_\_\_\_\_\_\_

**За верный ответ – 5 баллов.**

*Задание 14.*

Установите соответствие между методом шифрования и его описанием:

|  |  |  |
| --- | --- | --- |
| 1.Шифрование методом подстановки |  | А. Шифрование заключается в получении нового вектора как результата умножения матрицы на исходный вектор |
| 2. Шифрование методом аналитических преобразований |  | Б. Символы шифруемого текста последовательно складываются с символами некоторой специальной последовательности |
| 3. Шифрование методом перестановки |  | В. Символы шифруемого текста заменяются другими символами, взятыми из одного или нескольких алфавитов |
| 4. Шифрование методом гаммирования |  | Г. Символы шифруемого текста перемещаются по определенным правилам внутри шифруемого блока этого текста |

Ответ: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**За верный ответ – 1 балл.**

**Максимум за задание 4 балла.**

*Задание 15.*

Какой из следующих методов обеспечивает целостность данных?

|  |  |
| --- | --- |
|  | Шифрование |
|  | Хеширование |
|  | Кодирование |
|  | Декодирование |
|  | Сжатие |

**За верный ответ – 2 балла.**

**Кейс задание**

В начале года делегация ученых университета N отправился на конференцию в далекие страны. Материал, который планировали презентовать и обсудить по-современному с использованием планшетов Xiaomi, был утерян. Оказалось, что смартфоны и планшеты всей делегации университета N не содержат докладов и файлов, подготовленных для выступления.

Вскоре началось расследование инцидента. У всех сразу аккаунты взломать не могли, и служба безопасности заподозрила, что угроза исходит из корпоративной сети. Сервер с базой данных, где хранятся пароли, был с подозрительно старой версией Munin – системой мониторинга статусов сервисов сети. Старые версии Munin отличаются большим количеством незакрытых уязвимостей. После проверки оказалось, что злоумышленник воспользовался одной из таких уязвимостей старой версии, SQL-инъекцией, и выдал себе права администратора, получив таким образом доступ к базе данных Munin. Специалист по расследованию инцидентов также обнаружил, что в оперативной памяти одного из контроллеров домена корпоративной сети обнаружились явные признаки компрометации, а исходящие сетевые соединения были осуществлены на IP-адрес частного хостинга, находящегося в государстве Т.

К тому же неизвестный процесс запущен с PPID (идентификатор процесса), не отображающимся в списке процессов. При проверке процесса на наличие вирусов, оказалось, что тело процесса имело типичные для вредоносного ПО изменения. Файл имел небольшой вес, считывал нажимаемые клавиши, создавал логи в зашифрованном виде и отправлял их по сети посредством HTTPS. Кроме того, в ходе расследования выяснилось, что несмотря на то, что базы данных Munin и контроллера домена корпоративной сети различны, администратор Munin и по совместительству администратор контроллера домена использовал одинаковые логин и пароль для входа. Получив доступ к администратору контроллера домена, злоумышленник получил доступ к хешированным паролям всех пользователей корпоративной сети. Пароли были слабые и не менялись с момента создания аккаунтов – злоумышленник без труда смог получить их исходные значения, подобрав пароли по радужным таблицам.

А. Выберите техники реализации угроз информационной безопасности из списка ниже, которые однозначно были использованы в приведенном эпизоде (исходя из приведенного описания инцидента)

|  |  |
| --- | --- |
|  | Спуфинг |
|  | Кейлоггинг (создание кейлоггера**)** |
|  | Тайпсквоттинг |
|  | Вишинг |
|  | Фишинг |
|  | SQL-инъекция |
|  | Межсайтовый скриптинг |
|  | Эскалация привилегий |
|  | Несанкционированный доступ |

Ответ А: (3 балла)

Б. Установите источник угрозы – внутренний или внешний. Ответ обоснуйте.

Ответ Б: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**Правильный ответ без обоснования 0 баллов**

**Правильный ответ с обоснованием 3 балла**

В. Определите ошибки, допущенные администратором системы, которые привели к сложившемуся инциденту безопасности, указать не менее трех.

Ответ:\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

**За каждую 1 балл, максимально 3 балла**

**Количество баллов за все задание – 10 баллов.**